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Abstract
Collaboration creates new possibilities to enhance organizational capabilities and bring up synergies for involved organizations. IT collaboration can enable governments to provide better service to the public, reach better decision making, and initiate greater public participation in government processes. Numerous studies have been conducted about e-government or IT solutions for efficient and effective government operations and public services and about e-government collaboration. While IT collaboration among federal government agencies has been relatively well documented and reported, little attention has been paid to IT collaboration across state and local governments. Meanwhile, development and implementation of IT by state and local governments are often fragmented and redundant due to the lack of IT collaboration among them. In an attempt to fill this gap, this study investigates an IT collaboration practice among state and local governments in South Korea through a case study methodology, drawing on multiple data sources such as formal government documents, workshop memorandums, and multiple interviews. The study discusses critical issues that have arisen in the course of initiating and executing an IT collaboration project in terms of (1) initial conditions or antecedents, (2) process, governance or administration, (3) contingencies and constraints, and (4) outcomes and accountabilities. Finally, the study provides implications that may need to be taken into account for IT collaboration to be successful or to reach better performance, based on the findings. 
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Introduction

The utilization of information technology (IT), including the Internet, has become integral to governments (Dugdale, Daly, Papandrea and Maley 2005) and dramatically changed the way in which governments are doing their businesses. Many of public service deliveries have been innovated in favor of business and citizens, and the business process of government administration has been reengineered in order to increase administrative efficiency and effectiveness (Jorgensen, Ho and Stiroh 2003; Lehr and Lichtenberg 1998); numerous information systems have been developed and implemented by all levels of governments for these (White 2007). Collaboration creates new possibilities that enhance organizational capabilities (Austin, 2000) and bring up synergies for involved organizations (Bleeke and Ernst 1993); it enables two or more government entities to achieve an accomplishment that would be impossible if they acted individually or to accomplish more than the sum of their individual performance (Linden 2002). IT collaboration can enable governments to provide better service to the public, reach better decision-making, and initiate greater public participation in government processes (United States General Accounting Office 2003). 
Numerous studies have been conducted about e-government or IT for efficient and effective government operations and public services (Dwivedi 2009) and about e-government collaborations (e.g., Bekkers 2009; Dawe and Eglene 2008; Fedorowicz, Gelinas Jr., Gogan and Williams 2009; Fedorowicz, Gogan and Williams 2006, 2007; Ferro and Sorrentino 2010). While IT collaboration among federal government agencies has been well documented and reported (e.g., United States Office of Management and Budget 2005, 2007), little attention has been paid to IT collaboration
 across state and local governments. Meanwhile, development and implementation of IT are often fragmented and redundant among government entities, especially state and local-level government agencies. White (2007) critically points out that “the use of information technology in the states and localities is fragmented and disjointed” (pp. 6-7). This is due to the lack of IT collaboration among them. As White (2007) argues, the practices of adopting information technology have rarely been shared among states and localities, resulting in paying hundreds of thousands to millions of dollars for the same systems that would have otherwise been saved by using the same or similar systems developed by other states or localities through minor customization. 

The purpose of this study is to investigate an IT collaboration practice among state (provincial and metropolitan) and local governments
 in South Korea through a case study methodology, drawing on multiple data sources such as formal government documents, workshop memorandums, and multiple interviews (Yin 2003a). A Korean central government agency called Ministry of Public Administration and Security (MOPAS), in collaboration with state local governments, initiated an IT policy called “Consultation Prior to Development (CPD)” under which all state and local governments are mandated by law to register their information systems and related projects into so-called “Information Project pre-Consultation System (IPCS)
.” All state and local governments, through this IPCS, can consult before development to benchmark and adopt best practices and thereby to avoid risks and budget wastes in relation to IT adoption; if similar systems are available from IPCS, then governments can adopt these systems through customization as necessary for their own functional needs. 

The experience of this IT collaboration in South Korea is expected to provide significant insights to other countries that seek cost-efficient and cost-effective implementation of IT solutions to improve the quality of public services and government operations. The study will describe the CPD policy (IPCS) case in a brief manner in order to establish a basic understanding of the background, evolution and performance of the case, and examine critical issues, including the legal and administrative framework, that have arisen in the course of the CPD policy (IPCS) implementation, and then discuss implications for better performance in the future. The results of this study may provide practical implications in terms of various conditions and issues that should be taken into account in order to make IT collaboration among governments successful. 
Theoretical Background: Factors Influencing Intergovernmental IT Collaboration
Intergovernmental or interagency collaboration refers to the vertical (federal-state-local governments) or horizontal (e.g., between or among two or more local governments) sharing of resources to achieve a common outcome that would be impossible or hard to be achieved by a single organization or to achieve better performance that would be possible to be achieved by inter-organizational cooperation (Linden 2002; Lu, Zhang and Meng 2008). According to Zhang et al. (2008), intergovernmental collaboration denotes efforts “to work together to offer citizens seamless rather than fragmented access to services and public values” (Lu et al. 2008, p. 1009). Inter-organizational collaboration has been explained by various theories including resource dependence perspectives (e.g., Pfeffer and Salancik 1978; Saidel 1991) and inter-organizational network perspectives (e.g., Alter and Hage,1993). For example, resource dependence theory argues that legally independent organizations can be dependent on each other because they are dependent on resources that may be originated from the external environment and this environment includes other organizations (Pfeffer and Salancik 1978).
Numerous studies have been conducted to investigate various factors and issues that would have influence on collaboration efforts in the public sector (e.g., Agranoff 2006; Bryson, Crosby and Stone 2006; Thomson and Perry 2006; Waugh Jr. and Streib 2006). Thomson and Perry (2006) established an antecedent-process-outcome” framework for collaboration; according to the framework, the process of collaboration is composed of five key dimensions: Governance, administration, organizational autonomy, mutuality, and norms of trust and reciprocity. Based on an extensive review of the literature review on collaboration, Bryson et al. (2006) discuss the initial conditions influencing collaboration formation, collaboration process, structural and governance components of collaboration, various constraints and contingencies of collaboration, and outcomes and accountability issues; initial conditions involve general environment such as turbulence and competitive and institutional elements, sector failure, direct antecedents, such as general agreement on the problem and existing relationships or networks; process entails formally or informally forging agreements, building leadership, legitimacy, and trust, managing conflicts, and planning; structure and governance include formal or informal membership, structural configuration, and governance structure; constraints and contingencies engages type of collaboration, power imbalances, and competing institutional logics; finally, outcomes include public value, first-, second-, and third-order effects, and resilience and reassessment, and accountabilities entail inputs, processes, and outputs, results management system, and relationships with political and professional constituencies.
Meanwhile, factors that would affect e-government collaborations have also been actively investigated (e.g., Bekkers 2009; Dawe and Eglene 2008; Fedorowicz et al. 2009; Fedorowicz et al. 2006, 2007; Ferro and Sorrentino 2010). Bekkers (2009) explained e-government collaboration arrangements in terms of four infrastructural agreements: Political and administrative, technological, economic, and legal agreements. Dawe and Eglene (2008), in their revised model of service delivery collaborations, identify the potential impact of not only the institutional, business and technical environments but also the political, social, economic and cultural environments on (1) collaboration project participants and their objectives, (2) collaboration structure, process, and dynamics, (3) collaboration modes and methods, (4) collaboration performance, and (5) service performance, and describe the possible relationships (feedback arrows between dimensions), suggesting the key factors and dynamics of collaborations. Similarly, Fedorowicz et al. (2006) group e-government collaboration challenges into three main categorizations: Political, administrative, and technical challenges. Fedorowicz et al. (2007) further explain factors that influence the collaborative network in terms of the agency context domain and the external environment domain; the collaborative network has its own strategy, governance, resources, processes, and systems and affects the participating agency’s strategy, governance, resources, processes, and systems; the collaborative network and each of the participating agencies are contextualized in a broader external environment, which entails political and economic factors. Fedorowicz et al. (2009) identified four categories of participant motivations in e-government collaborations: Political, operational, technical, and economic motivations. More recently, Ferro and Sorrentino (2010) tried to explain the effects of collaborative arrangements on e-government implementation on three different levels: Policy, organizational, and technological level. 

Summarizing these streams of literature, the critical issues of IT collaboration could be discussed in terms of (1) initial conditions or antecedents (e.g., political and economic aspects), (2) process, governance or administration (e.g., leadership and legal aspects and institutional aspects), (3) contingencies and constraints (e.g., technological aspects), (4) outcomes and accountabilities. An effective IT collaboration would be achieved by taking all these components into account. 
Methodology
Interpretive Case Study

Critical issues to be taken into consideration for effective IT collaboration are investigated using a case study methodology. A case study can be appropriate in handling contextual conditions, based on the belief that those contexts would be pertinent to understanding the phenomenon (Yin 2003a). The investigator seeks to discover the manifest interaction of significant factors of the phenomenon and capture various patterns that other research approaches might overlook (Berg 2009). The case study is one of the most prevalent qualitative research methods in Information Systems (Technologies) research (Orlikowski and Baroudi 1991); it fits well to understanding organizational contexts related to adopting (developing) and using IT. According to Yin (2003a), the case study is more appropriate when the researcher has little control over events and when a contemporary phenomenon with some real-life contexts is the research target. A case study inquiry can rely on the prior development of theoretical propositions to guide the whole process of research design and data collection and analysis (Yin 2003a). An appropriate use of theory will help delimit a case study inquiry to its most effective design (Yin 2003b). This study draws on critical elements of collaboration theoretically and empirically identified as stated in the theoretical background section in guiding the whole process of research design and data collection and analysis.
According to Walsham (1995), interpretive research methods are based on the position that “our knowledge of reality is a social construction by human actors” (p. 376). Klein and Myers (1999) assert that Information Systems research can be interpretive one if it is assumed that “our knowledge of reality is gained only through social constructions” (p. 69) and propose seven principles for interpretive field research. While most of them are applied to this interpretive case study, it is guided especially by three principles: The principle of contextualization, the principle of abstraction and generalization, the principle of interaction between the researchers and the subjects. The principle of contextualization is adhered to by observing the context of the case and listening to state and local governments participating in the research as they described their own interests in relation to the CPD policy (ICPS operation). According to Klein and Myers (1999), the principle of abstraction and generalization requires “relating the idiographic details revealed by the data interpretation . . . to theoretical, general concepts that describe the nature of human understanding and social action” (p. 72). The study involves some of the critical components of interorganizational collaboration in order to describe the issues arising from state and local governments’ participation in the CPD policy (IPCS operation). Finally, the principle of interaction between the researchers and the subjects requires critical reflection on how the research data were socially constructed (Klein and Myers 1999); within the context of this study, the principle entails socially constructed documents and archival records, workshop memorandums, and multiple interview data with limited number of state and local governments. 

Case Selection, Data Collection and Mode of Analysis
The study draws on a single case. A single case study can be justified when there is only one case available (Yin 2003a); the CPD policy (ICPS operation) is the only case that represents IT collaboration among state and local governments in South Korea as defined earlier. The study is based on data from multiple sources, including formal documents, workshop memorandums, and working papers generated with regard to the CPD policy (IPCS operation). In addition to these data sources, multiple open-ended interviews were conducted with state and local governments. The interviews were developed using Patton’s (2002) Interview Guide Approach that calls for the interviewer to have an outline of topics or issues to be covered, but is free to vary the wording and order of the questions to some extent. Question items draw on the critical components of interorganizational collaboration theoretically or empirically discussed in the previous literature. A total of 15 on-site or phone interviews were conducted. Although structured interviews were initially designed, interviews were conversational in an attempt to get interviewees to further discuss something they have mentioned with regard to the research question (Kvale 1996). Each interview lasted approximately 30 to 40 minutes. Data from formal documents and workshop memorandums provide validation of information acquired through interviews, as well as reveal potential mismatches between interview data and behaviors. 

Case Description

Background

Public service deliveries have been innovated in favor of business and citizens, and the business process of government administration has been reengineered in order to increase administrative efficiency and effectiveness. Numerous information systems have been developed and implemented by all levels of government. In South Korea, every central and local government agency has rushed into computerizing their business and has established their own information systems. Many information systems developed by each department of the central government have been distributed to local governments for co-work between the central and the local governments. Meanwhile, however, many information and communication systems have been redundantly developed due to the lack of communication or coordination among governments, especially local government agencies, resulting in budget waste. The practices of adopting information technology have rarely been shared among (state and local-level) governments, resulting in paying hundreds of thousands to millions of dollars for the same systems, money that would have otherwise been saved by using the same or similar systems developed by other governments through minor customization. 
To prevent or reduce budget waste caused by redundant system development, the Ministry of Public Administration and Security (MOPAS), a central government agency in South Korea that was responsible for handling local government affairs, initially institutionalized the CPD policy that enabled local governments to see if there were any similar systems available before they went on to develop their own. To make this happen effectively, MOPAS developed and implemented IPCS and mandated all state and local-level governments to register the information of their IT projects into IPCS by law. If there is any similar system registered on IPCS, then state and local-level governments are not permitted to develop the same functional system; instead, the government is guided to adopt the existing system through customization as necessary. 
Operation
Operating the CPD policy (IPCS) involves MOPAS (and other central government agencies as necessary) and state and local governments and is assisted by a nongovernment organization named Korea Local Information Research & Development Institute (KLID). MOPAS is basically responsible for the legal infrastructure for the CPD program and IPCS and makes and maintains guidelines to which state and local governments should adhere in reporting and registering new IT (e.g., systems development) through IPCS. State and local governments report and register their own new system development plans into IPCS for review by MOPAS; MOPAS reviews those plans to see if there is any overlap with existing systems
 with the same or similar functions. Local governments report their new system development plans to their own state governments to see if there is any redundancy or conflict with existing systems. KLID operates IPCS under the supervision of MOPAS and assists MOPAS in reviewing new system development plans. As a result of the review, the government that applied for the review may be (conditionally) approved to go on with the plan or be asked to change its original plan or to put the plan on the shelf. If the information of the plan is not complete, then the application for review is not accepted. State and local governments are not allowed to develop any systems without approval through this process. 
Performance

Since the initiation of the CPD program in 2001, the number of applications for review increased to 9,831 by the end of 2010, representing approximately 2.44 billion dollars. The average number of applications per year was 384 before the development and implementation of IPCS for this program; after the adoption of IPCS, the average number of applications rose to 1,383 per year, representing an approximately 360% increase.
	Year
	Number of applications
	Budget

(in million dollars)

	
	Sum
	Unconditional Approval
	Conditional Approval due to redundancy
	Deferral  due to redundancy
	Return  due to incomplete application
	

	2001
	229
	198
	20
	11
	0
	21

	2002
	184
	122
	44
	17
	1
	53

	2003
	594
	320
	198
	64
	12
	85

	2004
	528
	382
	82
	55
	9
	157

	2005
	1,255
	1,006
	89
	88
	72
	257

	2006
	1,313
	1,073
	121
	39
	80
	381

	2007
	1,404
	1,019
	216
	36
	133
	472

	2008
	1,586
	993
	409
	19
	165
	317

	2009
	1,588
	1,118
	310
	17
	143
	284

	2010
	1,150
	864
	172
	16
	97
	192

	Total
	9,831
	7,095
	1,661
	362
	712
	2,220


Table 1. Processed Applications for Review

From 2001 to 2010, the total number of applications that have been judged as Deferrals due to redundancy or conflict with existing systems is 362, representing more than 56 million dollars. Deferral does not necessarily mean rejection, because IT projects judged as Deferrals can be resumed once they turn out to be adjusted for the purpose of avoiding anticipated redundancy or conflicts with standard systems planned for development by central government agencies. The budget assigned to these projects judged as Deferrals through the CPD process can be counted as savings because, for example, if systems judged as deferral were developed without any adjustment, they would be doomed to be discarded once standard systems developed by central government agencies were distributed to state and local governments; state and local governments have no choice but to accept and use standard systems in order to conduct business with central government agencies. 
Meanwhile, IT project plans belong to Conditional Approval if they have some redundancy with existing similar systems that are already in use at other state or local governments. The total number of applications that have been judged as Conditional Approval is 1,661. If their applications turn out to be judged as Conditional Approval, state and local governments are guided to collaborate with the state or local governments that developed the existing systems in order to adopt them through customization as necessary. State and local government may expect some cost savings by customizing the existing systems, not by developing brand-new systems. In this context, it is apparent that IT collaboration through this IPCS has played a significant role in saving IT implementation costs and thereby relieving budgetary burdens for IT adoption among state and local governments.
Findings

Initial Conditions; Antecedents
As IT advances, citizens’ expectations about utilizing IT for better government operations and public service deliveries have increased. However, the level of resources for state and local government operations is limited; many state or local governments have insufficient resources to use in their efforts to renovate businesses operations and public service deliveries through IT. Meanwhile, many cases of redundant development of information systems were reported. These were caused mainly by the lack of sharing information about system development plans of the central government agencies and other state or local governments. Because of the interdependence of businesses between the central government and state or local governments, state or local governments have no choice but to discard their existing systems that have redundancy or conflicts with the system distributed by the central government, resulting in a huge amount of budget waste. 
The idea of CPD made sense to both the central government and state or local governments; for the central government, the CPD initiative was viewed as a solution to enable it to avoid conflicts with state or local governments in the course of distributing standard systems that network all state and local governments for collaboration to achieve better government operations; for the state and local governments, the CPD initiative was viewed as a solution to prevent potential budget waste and facilitate better utilization of limited resources for better government operations and public services. In addition, using systems developed and distributed by the central government seemed to have a merit to the state or local government in terms of avoiding risks accompanying any development of new systems. Meanwhile, some degree of institutional infrastructure was already established, helping stakeholders raise the legitimacy necessary for the initiative. 
Process, Structure, and Governance
It is apparent that MOPAS took leadership in forging agreements, building legitimacy, managing conflicts, and planning implementation about the CPD initiative. MOPAS has played a key role in promoting a consensus among state and local governments through various workshops. In particular, framing legal infrastructure and establishing administrative guidelines was critically important in order for the IT department within a state and local government to build a legal and administrative legitimacy across business departments in the government. Although the idea of CPD policy seemed to be acceptable to all levels of the government, its implementation entailed various complex issues that should be appropriately taken into consideration. In addition to collaboration processes between the central and state governments or between the state and local governments, those between different business departments that initiate system development plans (needs) and the IT department that should gather those plans and apply for review through the CPD process (IPCS) had to be appropriately and effectively established. In other words, the CPD initiative could not have been effectively implemented without collaboration between the IT department and business departments in each of the state and local governments because most of new IT project were planned, developed, and implemented by business departments with the assistance of the IT department in state and local governments in South Korea. 
Establishing these new collaboration processes throughout each state or local government seemed to be both compelling and challenging because the role and responsibility of the business departments and the IT department was quite different from one state or local government to the next. In many state and local governments, the role and responsibility of the IT department were limited to maintaining common IT infrastructure; information systems for specific business functions were planned, developed, and implemented by individual business departments as stated above. This practice was due to the IT department’s lack of knowledge about individual business functions on the one hand and business departments’ lack of expertise, participation, and understanding about information resource management on the other hand. Recognizing this problem, MOPAS made procedural guidelines to help state and local governments establish effective roles and responsibilities between business departments and the IT department. 
Contingencies and Constraints

One of the outstanding issues that has made IT collaboration challenging is conflicts that emerged from the differing views and expectations between MOPAS and state or local governments. Initially, the main legitimacy of the CPD initiative existed in the prevention of redundant development and implementations of information systems that would cause budget waste in state and local governments and the prevention of potential conflicts between central and state or local governments in the development and distribution of standard information systems by MOPAS and other central government agencies; this viewpoint represented a top-down approach primarily advocated by MOPAS and other central government agencies rather than state and local governments. Although the reasoning of this approach was supported politically and legally and acceptable to state and local governments in terms of reducing IT project risks and avoiding potential budget waste, there was a worry that the CPD initiative could compromise local autonomy in case it excessively controlled state and local governments’ IT projects. 
This worry turned into unwillingness by state and local governments to go through the CPD process. Approximately 45% of the IT projects implemented by state or local governments between February 2002 and May 2005 did not go through the CPD process; of that, about 15% turned out to overlap standard systems developed and distributed by MOPAS and other central government agencies. Some state and local governments tended to report their IT project plans only after they kicked off the projects; this case represented about 27% of all IT projects reported through IPCS in 2005 and 2006.
Meanwhile, a similar conflict has also been observed between business departments and the IT department within state or local governments. There was a tendency for business departments to see the CPD process as control over their IT projects by the IT department; they worried that they might lose control over the projects. In addition, there was a worry that the CPD process would cause new IT initiatives designed by state and local governments to be significantly delayed, decreasing timeliness of executing new IT projects. The time taken for judgment of approval, conditional approval, deferral, or return has been inconsistent; therefore, there has been a certain degree of uncertainty, making the execution of new IT project unstable. 
Outcomes and Accountabilities

The operation of IPCS relies on input from state and local governments, except for standard systems directly registered by MOPAS with assistance by KLID; the information of the existing systems in use should be registered entirely by state and local governments. If their IT projects are approved through IPCS, state and local governments are supposed to voluntarily update any changes through the project life cycle and to upload deliverables (project outputs) such as RFPs, project execution plans final reports, management manuals, and manager guidelines. However, almost 20% of IT projects have not been updated after approval. Some of them turned out to have been cancelled a while after approval, causing judgments about new applications to be erroneous; the information of approved projects (systems) remains in IPCS until it is updated as “cancelled,” being used as criteria for judgments. Even when updating project information and uploading deliverables, in many cases, the information and/or deliverables tend to be incomplete; in many state and local governments, business departments in charge of IT projects are responsible for updating project changes and uploading project deliverables. However, business departments’ lack of expertise with IPCS and insufficient knowledge about IT causes the quality of updated information and uploaded deliverables (IPCS data) to decrease. Furthermore, it has been pointed out that the processes of applications and after-approval follow-ups were not closely linked to each other, and there were too many sophisticated items that needed to be registered in IPCS, requiring a certain degree of expertise in using IPCS. After all, it is hard to expect a certain level of expertise from business departments about IPCS because there are frequent changes in personnel across business departments. All these issues have made IT collaboration through IPCS challenging. 
In-depth interview results suggest that using the existing similar systems identified through IPCS has not been facilitated as initially expected. This is mainly because different state or local governments use different platforms for software development. This low utilization of the existing similar systems is also partly due to an unsatisfactory level of quality of the information on the existing systems registered in IPCS, which is caused by problems stated above. In the meantime, identification and distribution of the best software has not been promoted through IPCS so far. Rather, MOPAS has operated a separate program (or event) for this purpose. Furthermore, the issue of ownership has been problematic in case of IT adoption through customization of the existing similar systems developed by other government, because the government who adopted a system through customization cannot claim ownership over the customized system; the ownership only belongs to the government that developed the original system; the government customizing a system should inform the government owning the system whenever they make changes to it. These ownership and cost issues have disadvantaged the utilization of the existing systems through customization. 
Discussion
The implementation of an interagency collaboration has been difficult to accomplish despite its virtue (Hudson, Hardy, Henwood and Wistow 1999). Although interagency collaboration in the public sector is viewed as a good thing (Hudson et al. 1999), it entails pain, conflicts and risks (Huxham 1993; Scholl and Klischewski 2007). The IT collaboration through the CPD initiative (IPCS) is not an exception to these challenges; the findings show that many issues had to be appropriately addressed in the course of framing and implementing the intergovernmental IT collaboration, although there was a clearly shared consensus among governments to prevent redundancy and/or conflicts in relation to systems development and implementations among state and local governments. 
Once political agreements are secured, a strong leadership should be established in order to effectively frame legal and administrative agreements (Bekkers 2009). Because cooperating actors have the ability to exercise discretion (Ferro and Sorrentino 2010), which is the case of state and local governments in this study, MOPAS took a strong leadership in establishing legal and administrative frameworks for the CPD collaboration processes. Mandatory roles for and low discretion within state and local governments have comprised a favorable scenario for e-government collaborations (Ferro and Sorrentino 2010). The leadership of MOPAS has been critical in establishing the appropriate relationships and processes not only between MOPAS and state governments or between state governments and local governments but also between business department and the IT department within a state or local government. As Ferro and Sorrento (2010) put it, it is possible to clarify organizational design efforts for collaboration by clearly defining the overall regulatory processes. In the same context, Grandori and Soda (1995) put emphasis on coordinating or controlling the mechanisms that regulate and govern interorganizational arrangements for collaboration. This was especially important in the context of the CPD collaboration processes; appropriate roles and responsibilities of business departments and the IT department in a given state or local government had to be clearly established, and therefore, MOPAS had to provide relevant administrative guidelines to state and local governments. These administrative arrangements for monitoring mechanisms and clear roles and responsibilities are supported by collaboration studies (e.g., Mattessich and Monsey 1992). According to Thomson and Perry (2006), even a decentralized administrative structure requires a centralized leadership for coordination, keeping partners to “jointly determined rules that govern their relationships” (p. 25). The centralized leadership of MOPAS facilitated pooling of ideas and perspectives, better controlled processes, and efficient decision making as Kwon, Pardo and Burke (2009) put in their discussion about the strengths of a centralized distributed model. 
Concerning the leadership of MOPAS, this case study shows that one of the critical issues that should be clearly addressed is how to justify the centralized activities of IT collaboration, which is the CPD initiative in this study, when the autonomy of state and local governments is constitutionally supported. For the first several years, many state and local governments were unwilling to actively participate in the CPD process, recognizing that the initiative would control state and local governments’ IT projects that promise potentially better practices of business operations and public service deliveries. This can be described as a tension between self-interest (individual governments’ missions and identities) and a collective interest (collaborative goals and accountabilities) (Huxham 1996; Tschirhart, Christensen and Perry 2005). This tension is referred to as the autonomy-accountability dilemma that may cause individual collaborative partners (state and local government in this study) to refrain from collaboration (Huxham 1996). In relation to autonomy, shared control may need to be promoted; shared control refers to the willingness of participating organizations (state and local governments in this study) in collaboration to share information (Himmelman 1996; Thomson and Perry 2006; Wood and Gray 1991), promoting the level of understanding about the shared problem to jointly address (Wood and Gray 1991). The main purpose of the CPD initiative is two-fold as stated earlier: to prevent redundancy of system development in order to avoid budget waste and to share each other’s best practices in order to save money in developing and implementing systems. The former (the prevention of redundant system development through IPCS) has been consistently monitored, but the latter (sharing best practices through IPCS) has not. Meanwhile, state and local governments have shown as much interest in the latter as the former in seeking to make their own business operations and public service deliveries more effective and efficient. In this sense, the CPD policy may need to pay as much attention to the latter as the former in order to promote shared control among state and local governments and thereby to increase the effectiveness of the CPD policy through better information input from state and local governments about their IT practices. This is the context in which the CPD policy has major implications for enhancing better public service deliveries of state and local governments. 
Conclusion

This exploratory study investigated critical issues arising from implementing IT collaboration among state and local governments in South Korea, based on the CPD policy (IPCS operation). Findings show that many common characteristics of collaboration help explain various issues and challenges surrounding the CPD (IPCS) case, posing implications for future efforts. In order to make IT collaboration sustainable or more fruitful, MOPAS and KLID may need to reinforce their capacity, including budget, personnel and other related resources required to better meet state and local governments’ demands about sharing information on best practices and related consultation services. Efforts to identify and distribute the best software should be integrated into the CPD policy (IPCS operation), and administrative procedures should be rearranged accordingly. Enough attention should be paid to overcoming challenges in relation to promoting best practices (best software) among state and local governments (e.g., customization costs and ownership issues). 
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� For the purpose of this study, IT collaboration refers to collaboration for new IT adoption among governments while e-government collaboration represents collaboration for business data sharing through information systems across governments.


� Note that state governments denote provincial or metropolitan city governments whenever they are used in the context of South Korea to simplify the government structure because the collaboration structure of national(central)-provincial or metropolitan-local government is similar to that of federal-state-local government in other countries including United States.


� The CPD policy had been operated through off-line processes for the first several years before IPCS was developed. For the purpose of this study, IPCS represents the CPD policy itself because the CPD policy has been executed mostly through IPCS.


� By definition here, existing systems include systems under development by other government entities including central government agencies.
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